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AHOTAIIA

AKTyaJbHICTh PO00TH. Y cydacHUX 1HGOKOMYHIKALIMHUX Mepexax 3pocTae
notpebda y 3a0e3rmeueHH1 BUCOKOI MacIITabOBaHOCT1, HAIIMHOCTI Ta 13011111 Tpadiky
MDK BIIJIAJICHUMH MiAPO3AUIaMH opraHizamii. OgHuM 13 HalOuibil e()eKTUBHUX
piteHs g moOynoBu Takux Mmepexk € TexHojoris MPLS (Multi-Protocol Label
Switching), sika IIMPOKO BHUKOPUCTOBYETHCS Yy Mepexkax ONepaTropiB 3B’SI3Ky Ta
BEJIMKHUX KOpropaTuBHUX Mepexax. MPLS mnoennye mnepeBarn TpaauuiiHOi
MapHipyTu3allii Ta BUCOKOIIBUAKICHOI KOMYTaIlii, J03BOJISIOUM pealli3yBaTh CEpBICH
L2 VPN ta L3 VPN, 30okpema VPLS, 3 rapantoBaHoro SKICTIO OOCIYrOBYBaHHS.
BuBuennss npunnumie modymoBu MPLS-mepex, HamamTyBaHHS MOPOTOKOJIIB
MapuipyTH3alii Ta MOJETIOBaHHS TaKUX MEpPEX y HaBYAIbHOMY CEpEIOBHINI €
aKTyaJIbHUM 3aBJaHHSAM JUIsI MIATOTOBKHM (PaxiBIIB Yy raiy3i TEJIEKOMYHIKAIiil Ta
MEPEKEBUX TEXHOJIOT1H.

Kmouogi cioBa: MPLS, VPN, VPLS, OSPF, BGP, L2 VPN, L3 VPN, PE, P,
ROUTE REFLECTOR, GNS3, IHOOKOMYHIKAIIIMHA MEPEXA, MEPEXXEBE
MOJEJIFTOBAHHAI.

O0’ekT mocaigxkeHHs: mporec MoOyAOBH Ta (PYHKIIIOHYBaHHS BipTyaslbHOI
pPUBATHOI MepexkKi Ha OCHOBI TexHouorii MPLS.

Meta poGoTH: po3po0JIeHHS Ta MOJIETIOBaHHS BIPTyaJIbHOI MPUBATHOI MEPEXK1
Ha ocHOBI TexHoJorii MPLS 13 Bukopuctanusam nporokoniB OSPF, BGP Ta cepsicy
VPLS.

Ctpyktypa Ta o0car po0orm: poOoTa BHUKIAJEHAa Ha 55 CTOpIHKax
JIPYKOBAHOTO TEKCTY, MICTUTh 26 PUCYHKIB, 4 Ta0muIl, 15 mkepen mitepatypu. PoboTa
CKJIaJIa€ThCS 31 BCTYMY, TPhOX PO3JUIB, BUCHOBKIB, MIEPEIIIKY YMOBHUX MO3HAYCHbD 1
CIHUCKY BUKOPUCTAHUX JKEPEIL.

Y nepmiomy po3aili  pO3TISHYTO 3arajbHi  NPUHIUNKA  MOOYIOBU
iHQOKOMYyHIKaLITHUX Mepex, apxitektypy MPLS Ta oOCHOBHI mpoTOKOJIH

MapuIpyTH3allii, o BUKOPUCTOBYIOThCsI B MPLS-10Menax.




Y npyromy po3aijii mogaHo OTJISA BipTyadbHUX MPUBATHUX MEPEX, BUKOHAHO
ix kimacudikalliro, a TakoXkK JeTajabHO po3rsiHyTO peanizarito MPLS L3 VPN 1 MPLS
L2 VPN, 30kpema ocobimBocTi noOya0BH Ta (yHKLIOHYBaHHS CEpBICIB Nepeaayi
JAaHUX Y MEPEKax MPOoBaIepChKOro PiBHS.

Y TpeTboMy po31iii 3711HCHEHO TPAKTUYHY peati3allito BIpTyaabHOT MPUBATHOT
Mepexi Ha ocHoBI MPLS y cepenoBuiiii GNS3, BUKOHaHO HallallITyBaHHS IPOTOKOJIIB
OSPF, MPLS Ta BGP, peanizoBano cepBic VPLS, mnpoBeneHo TecTyBaHHs
npare3gaTHOCTI MEpEeXi Ta aHalli3 OTPUMAHUX PE3YJIbTaTIB.

MeToau pocC/iIzKeHHS: TEOPETHUYHHUI aHalli3, MEPEXKEBE MOJCIIIOBAHHS,
KOH(]Irypaliisi MepeKeBOro 00aJHaHHS, EMITIPUYHE TECTYBaHHS.

PexoMeHaamii 1mog0 BHKOPHUCTAHHSA Ta Pe3yJabTAaTH BIPOBATKEHHS.
Otpumani pe3ynbTaTH MOXKYTh OyTH BUKOPUCTaHI y HaBYAJIbHOMY MPOILIECI Mija Yac
BHUBUCHHS CYYaCHHX MEPEKEBUX TEXHOJIOTIH, a TAKOX K OCHOBA JIJISl MPOEKTYBAHHS

Ta BIPOBA/PKEHHSI KOPIIOPATUBHUX BIPTyaJlbHUX IPUBATHUX Mepex Ha 6a3i MPLS.




ABSTRACT

Relevance of the work. In modern infocommunication networks, there is a
growing need to ensure high scalability, reliability, and traffic isolation between
geographically distributed organizational units. One of the most effective solutions for
building such networks is Multiprotocol Label Switching (MPLS) technology, which
is widely used in service provider networks and large corporate infrastructures. MPLS
combines the advantages of traditional routing and high-speed label switching,
enabling the implementation of Layer 2 VPN and Layer 3 VPN services, including
VPLS, with guaranteed quality of service. The study of MPLS network design
principles, routing protocol configuration, and network modeling in an educational
environment is a relevant task for training specialists in the field of telecommunications
and networking technologies.

Keywords: MPLS, VPN, VPLS, OSPF, BGP, L2 VPN, L3 VPN, PE, P, ROUTE
REFLECTOR, GNS3, INFOCOMMUNICATION NETWORK, NETWORK
MODELING.

Object of the study the process of designing and operating a virtual private
network based on MPLS technology.

The purpose of the research: to design and simulate a virtual private network
based on MPLS technology using OSPF and BGP routing protocols and the VPLS
service.

Structure and scope of the work: The thesis is presented on 55 pages of printed
text and contains 26 figures, 4 tables, and 15 references. The work consists of an
introduction, three chapters, conclusions, a list of abbreviations, and a list of references.

In the first chapter, the general principles of infocommunication network
construction, MPLS architecture, and the main routing protocols used in MPLS
domains are considered.

The second chapter provides an overview and classification of virtual private

networks and examines in detail the implementation of MPLS L3 VPN and MPLS L2
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VPN, including the features of data transmission services in service provider networks.

The third chapter presents the practical implementation of an MPLS-based
virtual private network in the GNS3 environment, including the configuration of
OSPF, MPLS, and BGP protocols, the implementation of the VPLS service, network
performance testing, and analysis of the obtained results.

Research theoretical analysis, network modeling, network device configuration,
and empirical testing.

Recommendations for use and implementation results. The obtained results
can be used in the educational process when studying modern networking technologies,

as well as as a basis for designing and implementing corporate virtual private networks

based on MPLS.
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